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Nicosia, 23 March, 2020 

 

 

 

For more than 30 years, JCC has been supporting businesses and the financial services sector in 

Cyprus, guided by the central premise of security and reliability in every type of service JCC has 

been providing. These same principles are guiding our response to the difficult challenge of the 

coronavirus epidemic (COVID-19). 

JCC has proactively initiated a multi-functional pandemic response plan across all of its operations 

to address the impact of COVID-19 and has taken all the necessary measures to ensure the well-

being and protection of its employees, while at the same time preserving operational resiliency at 

full capacity.  In doing so, JCC has been closely following the current guidance from the government 

and the health authorities and will diligently continue to do so.  

JCC’s pandemic response plan includes both precautionary and preventative measures for all critical 

functions to enable uninterrupted servicing and continue to support all payment channels without 

any disruption. JCC has in place a multi-level offering of payment methods and can support any 

form of card payment that suits the needs of the businesses at these difficult times. Focus on remote 

and online payments is key for many businesses and JCC is operating around the clock to ensure 

support and resiliency, either through the merchant’s own website or through our very popular 

payment portal: JCCsmart.  

The business continuity of our customers is a key priority for JCC and we are working hard to 

minimize service disruptions or impacts to any business.  

JCC will continue to offer the level of quality, responsiveness, and support that Cypriot businesses 

have come to expect from JCC.  Our call centre continues to be available 24/7 at 22 868000 for any 

queries or clarifications needed. 

Card acceptance at the point of sale drives interactions with people. For that reason, attached is a 

best practices paper on how to properly disinfect and clean the POS terminals used by any business 

today. 
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POS Terminal devices  
Cleaning and Sanitizing Instructions 

 

 

Warnings 

• Never spray, coat or pour any liquid, sanitizer, or disinfectant directly onto the device .  

• Never use bleach, hydrogen peroxide, thinner, trichloroethylene, or ketone-based 

solvents – they can deteriorate plastic and rubber. 

• Refrain from vigorously scrubbing / shaking the terminal(s) to prevent triggering a 

tamper alert. 

• Electrostatic Discharge (ESD): Refrain from vigorously rubbing with a dry towel, or 

similar actions, which can cause ESD and trigger a tamper alert.  

 

Cleaning & Sanitizing 

1. Turn off your device. 

2. Unplug it from power source. 

3. Clean it following the instructions below. 

4. Once completely dry, reconnect it to power and power up. 

 

 

Devices should only be gently cleaned to 

remove dirt, residue or debris using a 

lightly water-damped, clean microfiber 

cloth. One or two drops of pH-neutral, 

non-scrubbing soap may be used. Do 

not use solvents, harsh detergents, or 

abrasive cleaners. 

 
After cleaning, the devices may be sanitized 

using an alcohol-based wipe or appropriate 

alcohol-based cleaner (approx. 70-90% 

strength isopropyl alcohol) applied to a 

microfiber cloth. Apply gently; do not scrub. 

Isopropyl alcohol applied to a clean 

microfiber cloth may be used on touch panel 

displays but never press hard on displays. 

 

 


