PAYMENT
SYSTEMS

EFKEKPIMENEZ HAEKTPONIKEZ YMOIPADEZ

HAekTpovikn Ymroypagn pe Eykekpipévo MiotTotroinTiko

AigvBuvon: Z1adiou 1, 2571 Biouynyavikr Mepioxr) NAoou, Acukwoia, KUtrpog
TnAépwvo: +357 22 868500
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1. XpnoipoTroiwvtag omolodATIOTE browser emoke@teite To JCC Signing Portal 1o
ouvdeo o https://sign.jcc.com.cy

2. Eiodyete 10 email oag kai emAéETe “EMOMENO/NEXT”

ZYNAEZH

Na pe Bupaoal

3. ElodyeTe ToV KWAIKG TTPOORACAS 00C Kal eTAéETE “EYNAEZH/LOGIN”
<
TYNAEZH

Email

Koduwog npocfuong

Na pe Bupaoal

[any


https://sign.jcc.com.cy/
https://sign.jcc.com.cy/

4. EmAégTe “NEA POH EPTAZIAZ/NEW WORKFLOW”

[E) errraca

0 0 0

ZE EZEAIZH ANOPPI®OHKE OAOKAHPOQOHKE

MNPOZQMIKA ZTOIXEIA FPHIOPEZ ENEPTEIEZ YNOrPA®H NPOrPAMMA
YNHPEZION
Nporuta i 174
Emagég ‘ _____________________________ JCC Payment Systems

Remote Signing Solution

5. EmAéETe To éyypa@o TTou eTTIOUNEITE va aveBEOETE

<~ | NEW WORKFLOW

ADD DOCUMENTS

I e F

6. MOAg 1o éyypago @opTwBEei, emAéETe “EMOMENO/NEXT”

: Certificate_Application (51) [27 _

NPOLZOHKH EMTPADON

I

=1 | cenificate_Application (51) 2 B
NAPAAHNTEL

&



/. EmAéETE T 0€Nida OTNV OTTOIO ETTIOUEITE VO TOTTOBETATETE TV UTTOYPAPK) OAG KAl
eMAECTE “Wni1akn utroypa@ni/Digital Signature”

EMTPAGA & rpooappoy mdtoug v | & MAPAAHMTES

@ {} = @ Categories of personal data = {3}

T

JCC Payment Systems keeps a record of information used during the registration, subject device provision and any
other subsequent revocation, the identity and any specific attributes placed in the certificate

Purpose of processing
JCC Payment Systems process personal data in order to issue digital certificates and provide consultancy services. NEAIA

Retention period
Wngraxrj umoypagr

The records of digital i and the is kept for at least 7 years or as required, in compliance
with the applicable laws. The retention period is from the or date. MpooBrikn eTaipeiag
Passing information to third parties Mepiox keipévou

« JCC Payment Systems passes which are ary for the provision

of the related trust services to the authorized Qualified Trusl Service Provider Sub-Contractor
« Incase JCC Payment Systems terminates its services as per elDAS Regulation 910/2014 requirements, all the
records and may be transferred to another Qualified Trust Service Provider or to
the Local Supervisory Body.

The Applicant-Subscriber

Name/ Sumame S/SCINSAN SO ECE

Signature:

8. ETIAECTE TTOU £MBUEITE VA TOTTOBETACETE TNV NAEKTPOVIKI) OO UTTOYPAPK] Kal KAVTE
KAIK 0TO OUMBOAO TNG UTTOYPAPNG.

Certificate_Application (51) ( AMOOHKEYZH MPOTYMNOY

EITPAGA Q@ rpooappoyii mAdroug v | & MAPAAHMTES
= Categories of personal data 5
e &= 0 @
” JCC Payment Systems keeps a record of information used during the registration, subject device provision and any
other subsequent revocation, the identity and any specific attributes placed in the certificate 7

Purpose of processing
JCC Payment Systems process personal data in order to issue digital certificates and provide consultancy services. NEAIA

Retention period
Wngiakr urtoypagi

The records of digital and the is kept for at least 7 years or as required, in compliance
with the applicable laws. The retention period is from the or date. Npoorikn eraipeiag
Passing information to third parties Nepioyr keipévou

* JCC Payment Systems passes in the which are y for the provision

of the related trust services to the authorized Qualified Tlusl Service Provider Sub-Contractor
« Incase JCC Payment Systems terminates its services as per eDAS Regulation 910/2014 requirements, all the
records and may be transferred to another Qualified Trust Service Provider or to
the Local Supervisory Body.

The Applicant-: iber

Name/ Sumame: il mir. flre ~ 4

Signature: J



9. EmAéEte “YNMOTPA®H TQPA/SIGN NOW”

YIMOrrPA®H

Keipevo T, dopTwan

test tes

MepiogdTepa ¥

YMOrPA®H TOPA AKYPQZH

10. Kavre khik oTnv €180TT0iNON TTOU EPPAVIOTNKE OTNV 006V TOU KIVTOU 0aC.
JCC AUTHENTICATOR now

Remote Signing Authorization Request
- Please open the JCC Authenticator app

_‘ LT
-



11. EmAéETe “AUTHORISE” yia va SWOETE TNV €YKPIOH GOG YIa TNV TOTTOBETNON TNG
NAEKTPOVIKAG CAG UTTOYPAPNG.

REMOTE AUTHORISATION

Do you wish to authorise?

Document 1D: 234
Document Name: CertificateApplication

Shared By: Maria Kalli

AUTHORISE

12. Eiodyete 10 daXTUNKO 0OG ATTOTUTTWUA, KWBIKO 1 HOTiRO

Enter iPhone passcode for "JCC
Authenticator”

o o0 0O O O O

1 2 3

ABC DEF

4 5 6

GHI JKL MNO

@
Touch ID for “JCC

Authenticator” 7 8 9

PQRS TUV WXYZ

Cancel

0




13. H utroypagr oag éxel ToTToBeTNOci. KateRAOTE TO UTTOYEYPAUUEVO NAEKTPOVIKG
Eyypa@o Kal eAEETE « TEAOZ/FINISH».

Certificate_Application (51) [

i Adyn
EMTPAGA Q@ Mpooappoy mAdtoug v & NAPAAHMTES
- Categories of personal data -
e &= 0 i
= JCC Payment Systems keeps a record of information used during the registration, subject device provision and any
other subsequent revocation, the identity and any specific attributes placed in the certificate »

Purpose of processing
JCC Payment Systems process personal data in order to issue digital certificates and provide consultancy services. NEAIA
Retention period

Wnegiakr uoypagr

The records of digital and the respectis is kept for at least 7 years or as required, in compliance
with the applicable laws. The retention period is from the or date Mpoosrikn exaipeiag
Passing information to third parties Nepioxr] keévou

« JCC Payment Systems passes which are necessary for the provision

of the related trust services to the authorized Qualified Tvusl Service Provider Sub-Contractor
* Incase JCC Payment Systems terminates its services as per elDAS Regulation 910/2014 requirements, all the
records and may be transferred to another Qualified Trust Service Provider or to
the Local Supervisory Body.

The Applicant-Subscriber

Name/ Sumame sl wind. Aull'vedin

Signature: S—p—
St Sk ddh A AASD wabAR
T M | e B e

i



